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Chapter 5 – The Internet and its uses test
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Q4) Explain each of the following terms:
a) Hacker
………………………………………………………………………………………………
………………………………………………………………………………………………[2]
b) Malware
……………………………………………………………………………………………
………………………………………………………………………………………………[2]
c) Virus
………………………………………………………………………………………………
………………………………………………………………………………………………[2]
d) Spyware
………………………………………………………………………………………………

………………………………………………………………………………………………[2]


5). Explain the difference between a dynamic IP address and a static IP address

………………………………………………………………………………………………
………………………………………………………………………………………………
………………………………………………………………………………………………
………………………………………………………………………………………………
………………………………………………………………………………………………
………………………………………………………………………………………………
……………………………………………………………………………………………[3]
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The company is concerned about a distributed denial of service (DDoS) attack.

(i) Describe what is meant by a DDoS attack.
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Six computer terms and six descriptions are shown below.
Draw aline to link each term to its appropriate description.

Term

Description

Signal sent to a processor which may cause
a break in execution of the current routine,

according to prioriies

Company that provides individual's access to
the Intemet and other services such as web
hosting and emails.

Interet service

Software application used to locate, retrieve
and display content on the World Wide Web
e.g. web pages, videos and other files

Interrupt

Hardware identiication number that uniquely
identifies each device on a network; itis
manufactured into every network card and
cannot be altered

IP address

Authoring language used to create documents
‘on the World Wide Web; uses tags and
attributes.

MAC address

Location of a given computeridevice on a
network; can be a static or dynamic value
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‘There are a number of security risks associated with using the Intemet.

Name three of these risks. For each, state why i is a risk and describe how the risk can be.
‘minimised.

‘Security risk 1
Whyitis arisk ...

Security risk 2
Whyitis arisk....

How to minimise the risk ...

‘Securty risk 3
Why itis a risk
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David has installed anti-virus software on his computer.
(a) State three tasks carried out by anti-virus software.

Task 1 .

Task 2 ..

Task 3 .
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(b) David is still concerned that his computer might get infected by a computer virus,

State three other ways in which David can reduce the risk of his computer getting a computer
virus,
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A company has a website that is stored on a web server.

(a) The website data is broken down into packets to be transmitted to a user.

Describe the structure of a data packet.

(b) The website hosts videos that users can stream. The company uploads new videos to the
website.

(i) The videos are compressed before they are uploaded to the website.

Tick (v') one box to show which statement is a benefit of compressing the videos.

A Datais encrypted.

B Duration of each video will be reduced.

C Less storage space on the web server is required.

D More bandwidth is required when viewing the videos.

11

(ii) Give two methods of compression that could be used to compress the videos.




